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Mona Sidhu:
Welcome everyone to our panel discussion on what does a digital citizen of the future look like. This panel today is hosted by the Cybermarvel team in the New South Wales Department of Education, and we have teachers and industrial leaders from across the education sector and across the country joining us today. So welcome again and thank you for taking time out of your busy schedules in term four with exams and reporting and everything else that end of year brings.
Speaker 2:
We acknowledged the first Australians as the traditional custodians of the continent whose culture is the oldest living culture in human history. We pay our respects to elders past, present, and emerging, and we respect their cultural heritage, beliefs, and relationship with the land. We extend our respect to all Aboriginal and Torres Strait Islander people here today. They share the memories, traditions, and hopes of the traditional ancestors with the new generation today and in the future. We would also like to thank them for looking after this land for thousands of years.
Mona Sidhu:
So today we have with us Andrew Balzer for from Microsoft. He's the education success manager. He's hosting the panel. We also have with us James Vella eLearning coordinator from the Emmaus College in Vermont, Victoria. We've got Lynette Barker joining us today, teacher, librarian from St. Therese's Primary School, New Lambton, New South Wales, and Simon Harper, head teacher of secondary studies, Kilara High School from New South Wales. Also, joining us today is Dr. Bronwyn Stuckey, who is from the Innovative Education Ideas Company. Welcome everyone again to Cybermarvel's teacher panel discussion on this Thursday afternoon. So I'll stop sharing and I handover to Andrew.
Andrew Balzer:
Happy to be here, everybody. Thank you for taking your time this afternoon to join our panel discussion. Hopefully it's very insightful for you. So my name is Andrew Balzer. I'm an education success manager here at Microsoft. I liaison with independent public, Catholic schools and help teachers and leaders up skill with pedagogy, especially in the digital space. So we have a very, very interesting panel for you today. We're going to hear from some very inspiring educators, Lynette Barker, James Vella, Dr. Bron Stuckey, and Simon Harper when he joins on in. So we're going to kick this off with a Q&A is at the top, okay. So if you look at your team's experience here, please direct your questions that you may have to that Q&A button that may be new to you and not so much the chat because that's where we'll be focusing our energy. We may even cancel the chat depending on how we go, but the Q&A is where we'll be looking for your questions or discussion points. Okay.
With that being said, it is being recorded and we're going to jump into this and get started and we're going to introduce our four lovely speakers. So speakers in 60 seconds or less, starting with you, James Vella, then you, Lynette Barker, and then Simon or myself, depending if Simon's here and then you Bron. So I would love for you to tell the lovely of the audience about yourself, what you teach, your roles and your experience. Over to you James. Oh, don't do the mute problem like I did. Yep.
James Vella:
All right, so start again. So I'm James. I'm a teacher of digital technologies and mathematics. I'm the eLearning coordinator here at Emmaus College in Vermont, south in Victoria and I've been across a number of schools over the past 15 years and held a number of middle and senior leadership roles and I'm a dad of two little kids who are the best thing going around.
Andrew Balzer:
Thank you so much, James. Over to you Lynette.
Lynette Barker:
Hi, I am Lynette. I'm a teacher librarian at St. Therese's and I teach kinder to year six, 580 students at our school. I've been a teacher librarian 20 years and over the years we've encompassed learning technology, so my passion for cyber safety has grown from there and I've just become a grandmother. So I really want the world safe for my granddaughter.
Andrew Balzer:
Lovely, lovely. Thank you Lynette. Hey, right on the nick of time Mr. Harper. Lovely to have you here. Could you please tell us about yourself, what you teach your role and experience in 60 seconds or less?
Simon Harper:
Thank you Balzer. Just in time, basically when we started, I was head teacher of technology and learning at Kilara High School. I've just recently become relieving deputy principal at St. Ives High School and literally just in time. Look, my passion areas are around AI and how it's actually changing the world, cybersecurity. I work in two large high schools now at Kilara working with technology and now deputy principal at St Ives and really looking forward to having a panel chat all about cybersecurity and Cybermarvel.
Andrew Balzer:
Lovely, fantastic and over to you Bon, Dr. Bron Stuckey.
Dr. Bronwyn Stuckey:
Thanks Andrew. I'm an independent consultant, but I do a lot of work with bodies you already know. So I do a lot of work with Andrew and for Microsoft with Minecraft in Australia and New Zealand and probably my current two passions are I'm the mind in residence, which is a grand title I really love at the Questacon Cyber Ready Team. And so I'm working on some fun issues with them there. My own project Game Changer Girls eSports, which is about girls designing games for their own eSports tournaments. I'm kind of passionate about getting games on the forefront rather than a nice to have in learning.
Andrew Balzer:
Thank you so much. So we have an array of, I'm going to call you educator specialists right from around the country and we're going to jump into our very first question and I've just posted that to the Q&A. So we're going to start with you again, James. Okay. So a bit of a loaded question here for our audience. Can you please tell us how you teach online safety in the classroom? Do you follow standard guidelines or frameworks and do you have an example that you could share, especially with the use of immersive or interactive learning tools that may come to mind. So two minutes team and then we'll follow that same flow.
James Vella:
All right, Andrew. So here at Emmaus we're teaching online safety through a combination of seminar and workshop sessions as part of our pastoral program, HPE program and our digital technologies program. Frameworks wise, we're currently in the process of mapping that against a lot of the eSafety resources. So in terms of their best practice framework and eSafe schools accreditation and in terms of resources, a mix of self-curated and developed presentations that are available through eSafety, things that we've pieced together from a range of sources and then starting to look at using the Minecraft resources around cyber safety as well.
Andrew Balzer:
Fantastic. I'm a huge fan of the Minecraft cyber safety resources if you are aware gamified the learning experience there. So over to you Lynette. Can you tell us again how you teach online safety and any examples that you'd like to share?
Lynette Barker:
I've always taught cyber safety as part of the teach librarian role because we have the technology. I really thought I needed to bring that to the forefront. Having said that, in a K to six environment, I think across the school we never saw it as essential in a crowded curriculum. However, through a personal instance, through cyber bullying of someone I knew, I just realized that this young age, we need to plant that seed that will grow. So where in the past I just used maybe Hector's world or the eSafety, particularly the internet SafetyDay, I then moved into a more formal framework. I actually contacted Cyber Safety Project and took it on this year for the first time and in term one, K to six immersed the school in cyber safety during library.
And I think it was incredible the interaction and what grew from it and what I think was the winning thing was we had Trent and Sam from the Cyber Safety Project every lesson popping up, it was consistent. They became a trusted friend, a knowledgeable other. So I got real traction and so we are going with that again next year. What I used in kindergarten, this is my favorite story we were doing about being careful who's online, and we used a video editor and video recorder on our little windows laptops and all the kinders had to do was press record and they retold what they learned and the animation and how they were going, "Stop. Don't talk to someone and go and get your mom and dad and say that's not okay." It was an amazing English assessment, because I could see all their expression, but they really captured that learning. I was disappointed when I spoke to a supervisor and they said, "Doesn't matter because when they get with their peers in high school, all that will go out the window."
And I said, "But when we teach kids to drive, we give them every skill and everything we can think of and every bit of training hoping that when the time comes it will become a default that they'll be safe." So I really believe kinder to year six, we are planting those seeds, those default behaviors that yes, maybe they'll test the waters, but there'll come a time when all of that background mapping and knowledge kicks in. So I honestly believe a framework, whether it's a bought one or an in-school, built one gives it legs and gives it a really solid ground to work from.
Andrew Balzer:
A hundred percent you're not wrong, especially with how early students are starting their digital journey in this day and age to develop those roots before they get to high school. I was a high school teacher, so I know exactly that importance. Now remember, if you do have questions for our speakers as we speak along the Q&A is right there where you can post under these discussion questions. But over to you Mr. Harper. How do you teach online safety and any examples?
Simon Harper:
Thank you, Balzer. Look, I came from quite a different background from a lot of the other speakers where I was promoted to Kilara High School in 2017 as head teacher technology and learning and what I found is it's a big high school, there's 13 fetus primary schools that came through and we introduced the one-to-one laptops that year. And part of that policy was getting kids from 13 different primary schools and looking at what their digital skills were. And we found some primary schools prepared them better than others. So that was sort of the hardware type of thing. We had tech immersion lessons based on a Microsoft 365 and also looked at Google apps and how they could use it, but the key thing that I noticed was there was quite a high suspension rate in stage four and it's around misuse of technology and that understanding of online safety.
So what I did, and I can put this in the chat for everyone, I created a website called Kilara Learning Hub. And one of the things I found was that I love the eSafety commissioner of resources, but they're not organized into little lessons. So we actually created 20 minute lessons based on digital citizenship and then around respect online and a whole range of issues. So 20 minute lessons, which are up on the Kilara learning hub for anyone to use, but the difference was traditionally most people were just having that one-off session where the people come into the school, they talk to the kids, these were 20 minute lessons delivered in all the subject areas by different teachers throughout the year. And what we found was that they were sort of very easy to follow lessons.
Some had a video and then a bit of a digital worksheet and a discussion and what we found, some teachers, we actually picked up students who had maybe not aware of what they were doing wasn't quite right and the suspension rates dropped and that's not just why, but they start so early and I don't think that they have enough adults actually talking about cyber safety and because as teachers we come from different backgrounds and there is a range of different things that it has been really powerful and as I said, I'll put the link in there, by all means, share it with your schools. It's been a really valuable experience.
Andrew Balzer:
A hundred percent. Thank you so much Simon and please put it in the Q&A under the topic discussion there so everyone can check that out they might want to replicate that in their own school, because it sounds like a fantastic resource. Dr. Bron, over to you. How do you teach online safety?
Dr. Bronwyn Stuckey:
Well, I don't actually teach students directly, so that's the number one, but I do assist teachers and I work on products that are directed at cyber safety like the Questacon Cyber Castle Challenge, but probably the biggest point I'd like to make here is to support what Lynette said cyber safety is and being a good cyber citizen of the future is a lived curriculum. Students have to come up against it throughout their lives and they need to be in communities to learn about community. So from my perspective I see a lot of that through Minecraft, through students being part of a classroom community. And you will see, as Lynette suggested, some transgressive behaviors will pop up, but that's a teachable moment to say, "Hey, let's stop here and talk about why this behavior might not have been appropriate."
I think we can't make children safe. We can help them to learn to make themselves safe and I think that's a big difference. We can't put in a barrier or a program and say, "Okay, now we've done that. Our children are safe." I mean, I have an apocryphal story about a prestigious Sydney, a private school where they were doing cyber safety activities in worksheets and booklets at the same time the police were in the school office about a really terrible incident of bullying. We've got to be coming up with new ways, new strategies, a varied palette of lessons so that students see this throughout their lives and as Lynette said, develop the positive norms so they go into high school with that kind of attitude. Currently their norms are being learned in Grand Theft Auto or some other community outside of school. So I mean we have to take the reins for that.
Andrew Balzer:
A hundred percent completely and there is exposure coming from so many different outlets too, whether it's video gaming or whether it's the internet websites, hundred percent. Excellent. Well we better mosey on, and thank you for your contributions, your camera's off to Bron, just FYI. It may be on purpose. Absolutely fine. Just wanted to let you know. So our next question, where do you look for advice? You have these great ideas obviously in how we need to instill and teach cyber safety from such a young age, but where do we look for advice and inspiration and resources to motivate others? We'll start with you, James. Where do we find advice?
James Vella:
So eSafety, office of the eSafety Commissioner, LinkedIn, Twitter, media reports, looking at how I can actually bring it into the classroom as a secondary teacher, our kids need to see where this is actually impacting kids their own age, those sorts of things. So that's where we're looking for that advice and inspiration and those resources. Yeah.
Andrew Balzer:
Fantastic. So Lynette, where do you find advice or inspiration?
Lynette Barker:
ESafety, again, the eSafety government website and that's why I'm loving Cybermarvel. I think this collation of resources is brilliant. I can't stress enough tapping into colleagues. There's one teacher librarian in a school. We have a very strong network across our 44 schools and I'm very lucky I'm a mentor across them and what I learned from colleagues teaching cyber safety, there's a great series of picture books and I'll try to get it in the chat by Jeannie Willis and Tony Ross, hilarious. The kids love them, hashtag Goldilocks where she's sharing all this stuff. It's the Goldilocks story. Kids tap into that. So I didn't know about this series of books and I picked it up because I was talking to colleagues. So I really encourage you if you're teaching on a particular grade, to look for someone in a sister school and have those conversations because colleagues really are about and of knowledge, but as far as online, definitely the eSafety is where I would look. Yeah.
Andrew Balzer:
Fantastic. eSafety Commission and we'll put a link in the Q&A for anyone that hasn't been to the eSafety Commission. Mr. Harper, where do you find advice, inspiration and how do you motivate others?
Simon Harper:
Well, I hate to say I'm boring, but eSafety Commissioner is a great place to start and I think we all look at that that way. Just wanted to mention, I haven't been able to get the Q&A to go on my computer at the moment, so I haven't been able to put that link in. Look, I think colleagues and networks are really important. One of the things about all of us is we're very big in social media and that networking kind of thing. I'm very fortunate, funnily enough, I was at Kilara and St. Ives are all part of the North Sydney five schools actually networking within your school networks, but networking with global groups, the Microsoft innovative educator expert program and the educators there are incredible and that's where I've met all of you.
Look, I think building relationships with other educators, and I think as we move forward, we talk about 21st Century learning and I find that really funny when people say that, and we're 23 years into the 21st century, but it's really important that we work with our colleagues in our faculties and our understanding and we also, in every school we have people that are more clued into technology, but it's a much more holistic view. It's not just how it's used, it's drawing from those particular people and inspiration. It's also working with students and I think sometimes we kind of forget the fact that some of our students, and I'm also a computing teacher, so we see kids that have ability way above the teacher and we're teaching in those environments all the time. So getting some inspiration from the way students use technology is quite different to the way we do too.
Andrew Balzer:
Fantastic. And FYI for those attending, Lynette has put her picture books by Jean Wills into the chat and the eSafety Commission, I should say in the Q&A is also there in the Q&A. So we do have a question for-
Mona Sidhu:
Also. Sorry, Andrew. Also in the Q&A is the link to the Kilara Learning Hub, which I just Googled and found. Thank you Simon for providing us that.
Andrew Balzer:
Thank you, Mona. There you go. Excellent. Thank you.
Simon Harper:
Thank you, Mona.
Andrew Balzer:
So everything... Look at Mona, she's a gem. So Bron, Dr. Bron, now we do have a question for you. If you have any questions for our panelists, I will throw these out. I might just do two right now, one's for Bron, because it's her time to speak. So Bron, before we ask you where you get advice inspiration, Peter has asked you a question here, how much overlap do you see between civics, ethics and cybersecurity? So if you can answer that one and then I'll ask you where you go for advice.
Dr. Bronwyn Stuckey:
I think there's a massive overlap and I would actually like to remove the word cyber from all of that. So cyber safety, digital citizenship, it's all about learning citizenship and the modes in which we embrace it. So there's a massive overlap in learning ethics and mindful behaviors is probably how I'd like to put it, so that kids aren't just reacting, they're learning new norms and they learn new norms by associating. They learn how to be respectful when they're playing in the playground by playing in the playground. I think we need to make sure that we are providing them with safe spaces and that's not on their own, like sending them off to a barren island. Dana Boyd did some research and suggested that students learn behaviors by being in environments with trusted adults and I think that's a really important point for all of that civics, ethics, digital citizenship is having trusted adults in the space with them.
So you can pick up on a teachable moment or you can praise them for a really respectful, wonderful behavior of leadership or mentoring or something else. So we shouldn't just focus on what they don't do and can't do. We have to look for opportunities to praise them, catch them doing good.
Andrew Balzer:
Hundred percent.
Dr. Bronwyn Stuckey:
In terms of where I go, it's pretty much what Simon and everyone else has said. My community's a practice of where I learn, because I'm not in the classroom. I rely very heavily on communities of teachers who are, and I also, I want to do a shout out in terms of the eSafety Commissioner. Yes, fantastic, but then Cybermarvel's great, but then remember the contributors. I get a lot from the Grok learning resources and from other contributing groups to Cybermarvel and I must say Questacon's very focused in on doing some really good work with this.
So there are trusted organizations that are providing quality resources and one of the things I'm doing is kind of an extension of the Cybermarvel is developing a scope and sequence of the activities that are available. So if you did a particular aspect of cyber in year three, what could you do in year four? And so looking at how these things might all mesh together from all the different contributing groups.
Andrew Balzer:
Excellent answer, excellent answer. I could not agree more. Now for my next question, Tony does have a question for all of you, so maybe you can embed this into this question, because it does make sense. So Tony asks, "How do you see artificial intelligence impacting the teaching and learning schools?" Now remember that AI, right? So we're going to embed that into this question, Tony, which is our next question. New technologies keep getting thrown at us. Yes, it is very exciting, but needs time to learn and develop new resources to go with the new technology. How do all four of you keep up with the new technology? And maybe we'll sprinkle a little AI in there for Tony. We're going to kick it off with you, James.
James Vella:
All right, so look, basically online media articles are where I find out about all of this stuff and newsletters from Microsoft and IT News Gizmo as Technica, YouTube, LinkedIn, and then it's just my own natural curiosity and experimentation as a digital tech computing teacher down here. So that's how I keep up to date with it. AI is changing at a million miles an hour, but again, it's that curiosity and experimentation and networking with colleagues. Will it impact teaching and learning? Yeah, massively. That's a rabbit hole that we probably need hours and hours to discuss though, but I'll pass it over to Lynette. Sorry.
Andrew Balzer:
Thank you James and you're right there. Hours and hours. It is a rabbit hole. Bron, so how do you keep up with new technology and any AI advice there in your practice?
Dr. Bronwyn Stuckey:
Are you jumping to me or Lynette?
Andrew Balzer:
Lynette. Sorry. Sorry Lynette. Mute. I'm done it today.
Lynette Barker:
Everyone's got to have a turn. Barely is the word I wrote because it's just massive. So what I do is I think what am I going to use in my environment and choose one or two and focus in, go searching for it. The educated community is great. Microsoft blogs, I was listening to an AI blog between Dan Bowen and Travis Smith the other day. I've shared it online in socials. It was brilliant. Driving to school in the car was a great conversation piece. So look for times when you can listen and catch up on PD, but just pick what you want and then go looking for resources to support it and then within your management or your school network, we have a digital innovation and learning team so I tap into them. So look around who can help you go and find the training. Don't want to always think you've got to go and find it yourself.
There will be tech people in your education system that are there to support you and they love doing it. So tap into people in your system, grab some blobs or podcasts. And as far as AI goes, I spoke about this with a group of authors and illustrators last night and I felt a bit like an imposter because it's so new. I don't think we know a lot about it yet. So keep reading is all I would say and look for those opportunities where it might be useful to you and which bits are useful to you. I was using being image creator and that really resonates for me because it'll be great in the classroom to develop descriptive language and writing and getting the children to give words that we can create the image. So find something that's of value to you because you'll never keep up with all of it
Andrew Balzer:
100%. Simon Harper, new technologies get thrown at us. Where do you go to stay ahead and upskilled?
Simon Harper:
Well, I'm going to answer that first question first. I've always been super curious about new technologies, very passionate about it and I think what James was saying is just driven through so many different ways, which I'm going to talk to afterwards. Maybe this is because I'm aspiring for deputy principal at the moment. I've sort of got a different lens on how AI can help schools and teachers and over the years we've had many, many surveys asking teachers, how can we support you? And I've done that at head teacher level and I've been here at St Ives for three weeks. And one of the key things is time. And I know that the Department of Education here in New South Wales also working with Microsoft in ways that we can actually save time for teachers and I really see AI is starting to mesh in a way.
We are looking at probably two or three years with learning dashboards. So that as a teacher, it pulls all of the data in from all of our data silos, which sit separately and as a teacher there's mark books and there's wellbeing data and it's all over the place, but if that feeds all in and the role of a teacher will never go, we won't have robot teachers, but having a dashboard that correlates all that data and then says, because this kid has learning support here, but it also ties in the fact that their family background might not be great, it gives you some suggestions on what you can actually do to help that student.
So it's actually saving a lot of time so that we can be educators, that we can be in the classroom and working with students more and I think that is super important. From a network, a whole school as upper executive, this is also super powerful because those dashboards can then correlate data at attendance levels, at system levels so that we have more time to actually make decisions based on data without having to go and pull into all of these different systems.
And I think that's really exciting and that's really powerful for education in general. Moving into the question, new technologies, as I said, I've always been one of those teachers I play with everything and then bring different things back to my colleagues. Social media is really important. You've got LinkedIn, you've got Twitter to keep up to, your Facebook feed it's constantly updating with new tech and articles and blogs and I'm really passionate about AI, artificial intelligence. And because I'm also a computing teacher, I've been working with the Microsoft Imagine Cup and the kids learn about AI and then come up with concepts which started in Australia as AI for good now it is globally.
That has been absolutely brilliant. Also working with machine learning models and it's really hard right now to teach kids AI but making machine learning models through Microsoft Azure, which I've been doing for a few years, but really when you look at AI, if you look at websites 15 years ago you had to code them and now they're drag and drop. And what I see AI happening is for the real world is we'll be able to create these incredible apps which are just drag and drop. And I think that's five, 10 years away and it's so powerful. It's so exciting.
Andrew Balzer:
It is so powerful and so exciting and I'm just floored by the resources that are coming out of all of your mouths. I did put the AI and Education podcast in the Q&A there and more questions are coming through about AI. So if you are a panelist, please feel free to respond to them while others are speaking in that Q&A Dr. Bron, so question over to you, I know it's been a little bit, so I'll reiterate new technologies to keep being thrown at us. How do you keep up with the technology?
Dr. Bronwyn Stuckey:
I'll reiterate what most of the others have said. It's really about knowing your curriculum and what you want to achieve. The learning goals have to be number one, you can go play whack-a-mole, chasing every sexy technology that's out there and waste a lot of time. It really should spring from what you are trying to do in your classroom and then look to technologies and listen to your communities. I mean that's what I do. I don't have the time to learn all the new tools and all the different groups you can belong to. And I think adopting a tool and going deep with it is a good way to go. Don't just take something up on a superficial level. Look at how far you can stretch or use the affordances of that tool. So yeah, listen to your community and make sure that your curriculum is driving not just the chase for sexy tools.
Andrew Balzer:
I like that and I'm a victim of that. I love a new tool and I love to play and break things. Lovely. Thank you so much Bron. Now we're coming down to our last 10 minutes and there's already been an absolute plethora of gold information here, but I'm going to throw it into a very interesting aspect. So this is for you James, and everyone else on the panel here. What are the most common online safety issues that students or parents raise with you, okay and can you give us an example on how you've handled this issue? So yeah, it's a very topical topic because as teachers and as parents and educators, I'm sure we get issues raised with us all the time. James, anything that comes top of mind?
James Vella:
Yeah, our biggest issue most recently has probably been the impersonation or matchmaking Instagram accounts. So where a student impersonates another person specifically or it's these what they're calling ships accounts where basically the kids start proposing who should be hooking up with other as in who should be starting relationships with each other in their school groups. So that's then caused issues here at school, outside of school. So then the typical internal behavior management stuff, kicks in, mediation, all that sort of stuff. And then reporting content to platforms, making reports to again, how long is a piece of string. And I'm sure the others have seen similar things and had to deal with them in similar ways, but I'll pass over to them.
Andrew Balzer:
Fantastic and great tip off too, eSafety relying on eSafety, that's what I've done in the past. Lynette.
Lynette Barker:
I guess I'm lucky being kinder to six, that the instance of any of this is limited. However, and no parent ever complains about an educational online tool, it's always social, something that's happened at night that they're upset about. It hasn't necessarily ever made it into the school, but where that used to be mainly a couple of year six kids at the end of year six, we have had it creeping down into year five and year four. So that's telling us that it is important to start focusing down on the younger kids. The principal has to make it really clear to the parents, it's their responsibility to take this on because at our level it hasn't really got to too much of a school issue at the moment, but we try to offer the eSafety Commission as a source.
We also have had the police liaison officer come if we are seeing it trickle in, come and do a blanket speech to the kids and they're always really powerful when they turn up and they're fully kited out and the kids really listen and they go, this is where your behavior will take you. So I think getting some of that in when we start to see a few comments being made, but I am fortunate and I'm quite grateful that I'm not in a high school at this time.
Andrew Balzer:
I think that's a brilliant idea. We actually had that happen to my school when I was little one scared the bijibis out of me. So it is very... Bringing the cops in to give us a nice stern warning. Simon Harper.
Simon Harper:
Well, I am in high school and the issues are quite different at times. Look, I think a lot of the kind of behaviors we are seeing with kids and phones and digital, those conversations that happen on different social media platforms with maybe inappropriate conversations or things said and images and that type of thing. The interesting thing that's happening at the moment, if 10 years ago you said to kids, "What is your favorite social media platform?" And you said, "Is it Facebook?" Most hands go up, but now there's sort of that disconnect between what kids use and what adults use and Facebook is an old person's network now and no kids are on that.
So really we found that the issues around kids not understanding their digital responsibilities and I think the next question is talking about how we help them with that. What Lynette said too, I've been very fortunate, been relieving deputy principal and my principal here said, "Look, I want you to go to the principal and police conference," which was last week. And it's really interesting, all the resources that police are trying to be proactive with the PC YC and talking to kids, the police liaison officers that do a brilliant job. And it's not just walking in and talking to kids and scaring them, but actually talking to them about how to use social media safely and how to maybe jump the pitfalls and I think also I also have a daughter in year seven and guiding kids and teaching kids how to use social media is really important.
Andrew Balzer:
A hundred percent, absolutely a hundred percent agree. Dr. Bron. So any advice that you could have to help issues around for students and parents that arise in terms of the digital [inaudible 00:39:10].
Mona Sidhu:
Can you unmute yourself Bron?
Dr. Bronwyn Stuckey:
My turn. My biggest problem is that we assume transfer of learning is happening and I'll give you an example. Kids working on a cyber project in Minecraft, well one of them is the host and as people who use Minecraft know that the host computer has to open for the students to join and this particular day the student who was hosting was away and they're working on a cyber project, a Minecraft cyber exercise and one of the kids piped up, "It's okay, I know his password," and so there's an apocryphal thing there that they're working on a cyber project about passwords and safety and the first thing happens is the child's away and someone says, "I know his password." I think we assume transfer is happening from learning to behavior, but I think we need more checks and balances in place to know that that's happening.
And I'm going to give a shout out here for Grok because I love some of the resources they've got that look like Facebook, that look like the social media that kids might use and give them a better chance of that stepping into transfer and it's more than just assessment because we're trying to create norms and create safe behaviors amongst the students and I think we haven't yet touched on the right way to ensure that transfer is happening. So I think that's just a call out for something we need to be much more focused on.
Andrew Balzer:
A hundred percent and that's a great example. That is a great example and very realistic example that I did see in high school as well. I'm sure as primary school students and little ones are learning about the importance of password and security, they do it as well. Okay, so we are coming up to our last four minutes. Mona, would you like us to try and squeeze in one more question or would you like to do your summaries?
Mona Sidhu:
We can do a summary of events. We've answered all of the questions that are in the Q&A, so if people just want to take one minute each to just say what you want to say and to finish off and summarize, that would be okay as well maybe?
Andrew Balzer:
Absolutely. Okay. So I'll give you a challenge here. 30 seconds for your answer, James, Lynette, Simon and Bron. All right. If you'd like to sum up what people would take away today, whether it's a resource or whether it's something they should be thinking about as they do their teaching or learning or they do their class planning, because let's face it, 2024, 2025 AI, a lot more digital platforms are going to come into the landscape. Students are going to be using digital devices at a heavier rate. What advice could you give our community that are attending today, James?
James Vella:
Look, I'll start it off. I think the biggest message that I think that's come through today is network with other local schools, other systemic networks, industry networks as well. So places like Australian Information security associations, Australian Cybersecurity Center, eSafety Commissioner, the more you can network a problem shared is a problem solved.
Andrew Balzer:
I love that. Lynette.
Lynette Barker:
I would say don't allow a crowded curriculum to push cyber safety to a maybe if we get to it KLA, it is part of wellbeing. It's really a huge part for our children in a technology world. If we're out there driving it, which I am, I'm saying use technology, it's amazing. You cannot do that without saying, and I'll show you how you can be safe. So yes, and if no one else in the school has the ear or the head capacity to take it in, you be the driver and just keep pushing it out through newsletters. Just dribble it out, sprinkle it around.
Andrew Balzer:
Love that. Absolutely love that. Simon.
Simon Harper:
Okay look, I really think when you look at cybersecurity, cyber safety, it starts at home and I think what schools really need to do is to foster more partnerships with your community, with the parents. Also education programs for parents also, but also that networking aspect. And I agree with Lynette, you can't just chuck it in. And we have one lesson kids learnt. It has to be experiential, it has to be hands-on, but I really think that schools partnering with their communities in ways in creative ways is the most important thing to keep our kids safe but productive.
Andrew Balzer:
Perfect. I love that. I love that. Bron.
Dr. Bronwyn Stuckey:
Very quickly I'll just say don't make cyber a set of do's and don'ts. Make it a wicked problem that we're trying to solve and I think you'll get students to engage more intellectually on it. The setting up the list of do's and don'ts really hasn't proven to be effective. So I think if we change the frame and make all things cyber, whether it's cyber safety, cybersecurity or whatever, if we make that a wicked problem, we want the kids to solve, they already know the solutions. It's like asking people why you shouldn't smoke. They know the solutions. We're trying to change a behavior and I think making it a wicked problem will excite kids to get involved and to consider careers in this area down the track.
Lynette Barker:
I love that.
Andrew Balzer:
I love that too. I love that. So, so much information has come out of today and here we are at 4:30 on the dot. I am going to throw it over to our lovely organizer, Mona Sidhu, who's going to help us understand where possibly Mona we could find more Cybermarvel resources and potentially this recording in case we want to share it with staff and colleagues after the fact.
Mona Sidhu:
Great, great advice here from all our panel members and I especially love what Bronwyn ended up with, the gamification of the cyber learning. So that's what we are all about in New South Wales Education. Happy to engage with all the pennant members and all the attendees today as well. So the video recording will be published on the Cybermarvel teachers website in the professional learning page once we've got the transcript and everything sorted and hopefully engage with our panel members again in the future, in the near future because we are now ramping up for, say for internet day. February is a bit further away, but already planning for that now.
So Andrew, I'll be reaching out to you again sometime soon-ish to start planning that, but thank you everyone for being here and attending with us and giving us your questions and giving us your ideas and resources, links to things and hopefully we'll catch up again in the near future.
Andrew Balzer:
Yes. So I appreciate it and big thank you to James Vella, Simon Harper, Lynette Barker, and Dr. Bronwyn Stuckey. I see some more questions there in the chat. Mona, what we might do is send them to our panelists offline and then reach out to those attendees to answer those questions after the fact. So huge thank you for everyone for being here and have a lovely, lovely afternoon. Thanks everyone.
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